
 
E-safety @ Reading School 
BE SAFE ONLINE……..THINK BEFORE YOU CLICK ! 

 

 

If you are EVER worried about anything you encounter online go to the CEOPS homepage and click on the       
Make a CEOPS Report   icon.   Their address is: http://www.ceop.police.uk/safety-centre/   

e-safety@ReadingSchool 

 
 

 

Protect Your Personal 
Info 

You never know who you're really 
speaking to online, so never give 
out your real name, address, 
phone numbers, photos and 
school. Giving away your personal 
info could lead to you being 
scammed, bullied or put in danger. 

 

  

 
 

 

 

Protect Your 

Privacy 

Keep your Email, Skype, MSN, 
Facebook or other details 
private. You never know where 
it might lead you….. 

 

Don't Give In To Peer 

Pressure 

Just because everyone else seems 
to be doing it, if you're not 
comfortable with it, don't do it! 

 
 
 
 
 
 
 
 
 

 

 

 

Keep Your Pals In 
Pixels  
Never meet up with people 
you only know from the 
internet, people aren't always 
who they claim to be. If 
someone asks you to meet 
with them tell your parents, 
your teacher or another 
trusted adult. 
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Don't Be Scared To 

Speak Up  

If someone online is making you 
feel uncomfortable or even scaring 
you with threats, tell someone 
about it immediately – your 
parents or teacher – or go onto the 
CEOPS website and report them. 
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

 

Ban The Cam  

You have no control over your 
photos and webcam images 
once you share them over the 
internet and you can't get 
them back. They can be 
shared with anyone, anywhere 

and be used to bully or 
blackmail or threaten you. 
Before you post a pic, ask 
yourself, are you comfortable 
with people you don't know 
viewing it? 

 

 

Be A Smart Surfer  

Some websites can pretend to be 

what they are not, like offering 
updates to your favourite games or 
apps or offer you free offers if you 
enter your login details on this 
“special” page….. These are all 
scams designed to steal your user 
names or passwords. Don't give 
them your details and never 
download files from them; they 
could be key loggers or even 
viruses 

 

 


